HST OTOMOTIiV iMALAT SAN.VE TiC.A.S.
SAKLAMA VE IMHA POLITIKASI

OTOMOTIV IMALAT SAN. VETIC.AS.

1.GIRIS VE POLITIKA’NIN HAZIRLANMA AMACI

Isbu Kisisel Veri Saklama ve Imha Politikas: (“Politika™), 6698 Sayili Kisisel Verilerin Korunmasi Kanunu
(“KVKK?” ya da “Kanun”) ve Kanun’un ikincil diizenlemesini teskil eden 28 Ekim 2017 tarihli Resmi
Gazete’de yayimlanarak yiirtirliige giren Kisisel Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale
Getirilmesi Hakkinda Yonetmelik (“Yonetmelik”) uyarinca yiikiimliilikklerimizin yerine getirilmesi ve
kisisel verilerin islendikleri amag igin gerekli olan azami saklama siiresinin belirlenmesi islemi ile silme, yok
etme ve anonim hale getirme islemleri i¢in dayanak olarak kullanilmasi ve bu islemler hakkinda ilgili

kisilerin bilgilendirilmesi amaciyla, D sifatiyla HST tarafindan hazirlanmigtir.

2.KAPSAM

Bu politika, sirket nezdinde tutulan, sirketin tiim ¢alisanlarini, danismanlarmi ve kisisel veri paylasimi s6z
konusu olan tiim durumlarda istiraklerini, tedarikgilerini ve sirketin diger hukuki iliskiye girdigi gercek ve
tiizel kisileri, bu verileri tamamen veya kismen otomatik olan ya da herhangi bir veri kayit sisteminin pargast
olmak kaydiyla otomatik olmayan yollarla islenen kanun ile tanimlanan kisisel verileri ve 6zel nitelikli kisisel
verileri kapsamaktadir. Politikada aksi belirtilmedikge kisisel veriler ve 6zel nitelikli kisisel veriler birlikte

“Kisisel Veriler” olarak adlandirilacaktir.
3.YETKI VE SORUMLULUKLAR

Sirket igerisinde Kanun, Yonetmelik ve Politika ile belirtilen verinin imhasma dair gereklerin yerine
getirilmesinde tiim ¢aliganlar, dis hizmet saglayicilar ve diger surette sirket nezdinde kisisel veri saklayan
ve isleyen herkes bu gerekleri yerine getirmekten sorumludur.

KVK Kurulu ile yapilan tebligat veya yazigmalari veri sorumlusu adina tebelliig veya kabul etme gibi

islemlerin sorumlulugu “PII Miidiirti Kisisindedir. *

4 TANIMLAR
Kisaltma Tanm
Acik Riza Belirli bir konuya iliskin, bilgilendirilmeye dayanan ve 6zgiir iradeyle
agiklanan riza.
Verilerin teknik olarak depolanmasi, korunmasi ve yedeklenmesinden
Ilgili Kullamex sorumlu olan kisi ya da birim hari¢ olmak tizere veri sorumlusu

organizasyonu igerisinde veya veri sorumlusundan aldigir yetki ve

talimat dogrultusunda kisisel verileri isleyen kisilerdir.
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Kisisel verilerin silinmesi, yok edilmesi veya anonim hale getirilmesi.
6698 Sayili Kisisel Verilerin Korunmasi Kanunu.

Tamamen veya kismen otomatik olan ya da herhangi bir veri kayit
sisteminin pargasi1 olmak kaydiyla otomatik olmayan yollarla islenen
kisisel verilerin bulundugu her tiirlii ortam.

Kimligi belirli veya belirlenebilir ger¢ek kisiye iliskin her tiirli bilgi.
Kisisel verilerin tamamen veya kismen otomatik olan ya da herhangi
bir veri kayit sisteminin pargasi olmak kaydiyla otomatik olmayan
yollarla elde edilmesi, kaydedilmesi, depolanmasi, muhafaza edilmesi,
degistirilmesi, yeniden diizenlenmesi, agiklanmasi, aktarilmasi,
devralinmasi, elde edilebilir hale getirilmesi, simiflandirilmas: ya da
kullanilmasmin engellenmesi gibi veriler tizerinde gergeklestirilen her
tiirlii islem.

Kisisel verilerin, baska verilerle eslestirilerek dahi hicbir surette
kimligi  belirli  veya  belirlenebilir  bir  gercek  kisiyle
iligkilendirilemeyecek hale getirilmesi.

Kisisel verilerin silinmesi; kisisel verilerin ilgili Kullanicilar igin
higbir sekilde erisilemez ve tekrar kullanilamaz hale getirilmesi.
Kisisel verilerin hi¢ kimse tarafindan hicbir sekilde erisilemez, geri
getirilemez ve tekrar kullanilamaz hale getirilmesi islemi.

Kisisel Verileri Koruma Kurulu.

Kisilerin 1rki, etnik kokeni, siyasi dusiincesi, felsefi inanci, dini,
mezhebi veya diger inanglari, kilik ve kiyafeti, dernek, vakif ya da
sendika tiyeligi, sagligi, cinsel hayati, ceza mahkiimiyeti ve giivenlik
tedbirleriyle ilgili verileri ile biyometrik ve genetik verileri.

Kanun’da yer alan kisisel verilerin islenme sartlarinin tamamimin
ortadan kalkmas: durumunda kisisel verileri saklama ve imha
politikasinda belirtilen ve tekrar eden araliklarla gergeklestirilecek
silme, yok etme veya anonim hale getirme islemi.

Kisisel veri islenen gergek kisi
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KVKK Kisisel Verilen Korunmasi Kanunu
GBYS Gizlilik Bilgi Yonetim Sistemi

Kisisel verilerin isleme amaglarini ve vasitalarim belirleyen, veri kayit

Veri Sorumlusu sisteminin kurulmasindan ve yonetilmesinden sorumlu olan gercek
veya tiizel kisi.
Yonetmelik 28 Ekim 2017 tarihinde Resmi Gazete’de yayimlanan Kisisel Verilerin

Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Hakkinda

YoOnetmelik.

5.KURALLAR

HST tarafindan kisisel verilerin saklanmasi ve imhasinda asagida yer alan ilkeler ¢ercevesinde hareket
edilmektedir:

e Kisisel verilerin silinmesi, yok edilmesi ve anonim hale getirilmesinde Kanun’un 4.
maddesinde sayilan ilkeler ile 12. maddesi kapsaminda alinmasi gereken ve isbu Politikanin 9.
maddesinde belirtilen teknik ve idari tedbirlere, ilgili mevzuat hiikkiimlerine, Kurul kararlarina
ve isbu Politikaya tamamen uygun hareket

e Kisisel verilerin silinmesi, yok edilmesi, anonim hale getirilmesiyle ilgili yapilan tiim islemler
HST tarafindan kayit altina alinmakta ve s6z konusu kayitlar, diger hukuki yiikiimliliikler
hari¢ olmak iizere en az 6 ay siireyle saklanmaktadir.

e Kurul tarafindan aksine bir karar alinmadikga, kisisel verileri silme, yok etme veya anonim hale
getirme yontemlerinden uygun olam tarafimizca segilmektedir. Ancak, Ilgili Kisinin talebi
halinde uygun yontem gerekgesi agiklanarak secilecektir.

e Kanun’un 5. ve 6. maddelerinde yer alan kisisel verilerin iglenme sartlarinin tamaminin ortadan
kalkmasi halinde, kisisel veriler HST tarafindan re’sen veya ilgili kisinin talebi {izerine
silinmekte, yok edilmekte veya anonim hale getirilmektedir. Bu hususta Ilgili Kisi tarafindan
HST ‘ye bagvurulmasi halinde;

v lletilen talepler en ge¢ 30 (otuz) giin icerisinde sonuglandirilmakta ve ilgili kisiye bilgi
verilmektedir,

v Talebe konu verilerin tgiinci kisilere aktarilmis olmasi durumunda, bu durum verilerin
aktarildigi Giglincii kisiye bildirilmekte ve tgiincii kisiler nezdinde gerekli islemlerin
yapilmasi temin eder.
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6.SAKLAMA VE IMHAYI GEREKTIREN SEBEPLERE ILISKIN
ACIKLAMALAR
Veri sahiplerine ait kisisel veriler, HST tarafindan 6zellikle
0] Hizmet faaliyetlerin siirdiiriilebilmesi,
(i) Hukuki yiikiimliiliiklerin yerine getirilebilmesi,
(iii)  Calisan haklarinin ve yan haklarinin planlanmasi ve ifasi ile
(iv)  Misteri iliskilerinin yonetilebilmesi amaciyla yukarida sayilan fiziki veyahut
elektronik ortamlarda giivenli bir bicimde KVKK ve diger ilgili mevzuatta belirtilen
sinirlar ¢ercevesinde saklanmaktadir.
Saklamay1 gerektiren sebepler asagidaki gibidir:

« Kisisel verilerin s6zlesmelerin kurulmasi ve ifasi ile dogrudan dogruya ilgili olmasi nedeniyle
saklanmasi,

« Kisisel verilerin bir hakkin tesisi, kullanilmas1 veya korunmasi amaciyla saklanmasi,

« Kigisel verilerin kisilerin temel hak ve ozgiirliikklerine zarar vermemek kaydiyla HST’nin
mesru menfaatleri i¢in saklanmasinin zorunlu olmasi,

« Kigisel verilerin HST’nin herhangi bir hukuki yikimliiliigiini yerine getirmesi amaciyla
saklanmasi,

« Mevzuatta kisisel verilerin saklanmasinin agik¢a 6ngoriilmesi,

« Veri sahiplerinin agik rizasinin alimmasini gerektiren saklama faaliyetleri agisindan veri
sahiplerinin agik rizasinin bulunmasi. Yonetmelik uyarinca, asagida sayilan hallerde veri
sahiplerine ait kisisel veriler, HST tarafindan re’sen yahut talep tizerine silinir, yok edilir veya
anonim hale getirilir.

Yonetmelik uyarinca, asagida sayilan hallerde veri sahiplerine ait kisisel veriler HST
tarafindan yahut talep tizerine silinir, yok edilir veya anonim hale getirilir:

« Kisisel verilerin islenmesine veya saklanmasina esas teskil eden ilgili mevzuat hiikiimlerinin
degistirilmesi veya ilgasi,

« Kisisel verilerin islenmesini veya saklanmasini gerektiren amacin ortadan kalkmasi,

e Kanun’un 5. ve 6. maddelerindeki kisisel verilerin islenmesini gerektiren sartlarin ortadan
kalkmasi.

« Kisisel verileri islemenin sadece agik riza sartina istinaden gerceklestigi hallerde, ilgili kisinin

rizasini geri almasi,




o {lgili kisinin, Kanun’un 11. Maddesinin (e) ve (f) bentlerindeki haklari gergevesinde kisisel
verilerinin silinmesi, yok edilmesi veya anonim hale getirilmesine iliskin yaptig1 basvurunun
veri sorumlusu tarafindan kabul edilmesi,

« Veri sorumlusunun, ilgili kisi tarafindan kisisel verilerinin silinmesi, yok edilmesi veya anonim
hale getirilmesi talebi ile kendisine yapilan bagvuruyu reddetmesi, verdigi cevabin yetersiz
bulunmasi veya Kanun’da 6ngoriilen siire iginde cevap vermemesi hallerinde; Kurul’a sikayette
bulunulmasi ve bu talebin Kurul tarafindan uygun bulunmasi,

« Kisisel verilerin saklanmasini gerektiren azami siirenin gegmis olmasina ragmen, kisisel verileri
daha uzun siire saklamay1 hakli kilacak herhangi bir sartin mevcut olmamas:.

7.SAKLAMA VE IMHA SURELERI
HST tarafindan GBYS, KVKK ve diger ilgili mevzuat hiikiimlerine uygun olarak elde edilen
kisisel verilerinizin saklama ve imha siirelerinin tespitinde asagida sirasiyla belirtilen

oOl¢iitlerden yararlanilmaktadir:

1. Mevzuatta s6z konusu kisisel verinin saklanmasina iligskin olarak bir siire 6ngoriilmiis ise bu
stireye riayet edilir. Anilan siirenin sona ermesi akabinde veri hakkinda 2. bent kapsaminda
islem yapilir.

2. So6z konusu kisisel verinin saklanmasina iliskin olarak mevzuatta 6ngoriilen siirenin sona
ermesi veya ilgili mevzuatta s6z konusu verinin saklanmasina iliskin olarak herhangi bir siire
ongoriilmemis olmasi durumunda sirasiyla;

3. Kisisel veriler, KVKK’nin 6. maddesinde yer alan tanimlama baz alinarak, kisisel veriler ve
ozel nitelikli kisisel veriler olarak smiflandirmaya tabi tutulur. Ozel nitelikte oldugu tespit
edilen tim kisisel veriler imha edilir. S6z konusu verilerin imhasinda uygulanacak yontem
verinin niteligi ve saklanmasinin HST nezdindeki 6nem derecesine gore;

« Verinin saklanmasinin KVKK’nin 4. maddesinde belirtilen ilkelere uygunlugu 6rnegin; verinin
saklanmasinda HST’nin mesru bir amacmm olup olmadigi sorgulanir. Saklanmasinin
KVKK’nin 4. maddesinde yer alan ilkelere aykirilik teskil edebilecegi tespit edilen veriler
silinir, yok edilir ya da anonim hale getirilir.

e Verinin saklanmasinin KVKK’nin 5. ve 6. maddelerinde 6ngériilmiis olan istisnalardan
hangisi/hangileri kapsaminda degerlendirilebilecegi tespit edilir. Tespit edilen istisnalar
cergevesinde verilerin saklanmasi gereken makul siireler tespit edilir. S6z konusu siirelerin sona
ermesi halinde veriler silinir, yok edilir ya da anonim hale getirilir.



HST tarafindan tespit edilen saklama, imha ve periyodik imha siirelerine, Politika’nin ekinde
yeralan ‘........ Kisisel Veri Isleme Envanteri’’nden ulasabilirsiniz.

Saklama siiresi dolan kisisel veriler, Politika’nin ekinde yer alan imha siireleri ger¢evesinde, 6
aylik periyodlarla Politika’da yer verilen usullere uygun olarak imha edilir.

Kisisel verilerin silinmesi, yok edilmesi ve anonim hale getirilmesiyle ilgili yapilan biitiin
islemler kayit altina alinir ve sdz konusu kayitlar, diger hukuki yiikiimliliikler hari¢ olmak

lizere en az 6 ay stireyle saklanir.

8.KISISEL VERILERIN HST TARAFINDAN SAKLANMASI VE IMHASI
USULLER
KAYIT ORTAMLARI

Kisisel veriler, HST tarafindan asagidaki tabloda listelenen ortamlarda basta GBYS ve KVKK hiikiimleri
olmak tizere ilgili mevzuata uygun olarak ve uluslararasi veri giivenligi prensipleri ¢ergevesinde giivenli bir

sekilde saklanmaktadir:

1. Elektronik ortamlar:
« Sunucular (Etki alani, yedekleme, e-posta, veritabani, , dosya paylasim, vb.)
e Yazilimlar (ofis yazilimlari, portal, devlet uygulamalari vb.)
« Bilgi giivenligi cihazlan (giivenlik duvari, giinliik kayit dosyasi, antiviriis vb.)
« Kisisel bilgisayarlar (Masatistii, diziistii)
« Optik diskler (CD, DVD vb.)
o Cikartilabilir bellekler (USB, Hafiza Kart vb.)
« Yazici, tarayici, fotokopi makinesi

2. Fiziksel ortamlar:
« Kagit

e Yazili, basili, gorsel ortamlar

9. TEKNIiK VE iDARI TEDBIRLER
Kisisel verilerinizin giivenli bir sekilde saklanmasi, hukuka aykir1 olarak islenmesi, erisilmesinin énlenmesi
ve verilerin hukuka uygun olarak imha edilmesi amaciyla KVKK’nin 12. maddesindeki ilkeler ¢ergevesinde,

HST tarafindan alinmis olan tiim idari ve teknik tedbirler agagida sayilmustir:



idari Tedbirler:

HST idari tedbirler kapsaminda;

Saklanan kisisel verilere Sirket i¢i erisimi is tanimi geregi erismesi gerekli personel ile
siirlandirir. Erisimin siirlandirilmasinda verinin 6zel nitelikli olup olmadigi ve 6nem derecesi
de dikkate alinir.

Islenen kisisel verilerin hukuka aykir1 yollarla baskalar: tarafindan elde edilmesi halinde, bu
durumu en kisa siirede ilgilisine ve Kurul’a bildirir.

Kisisel verilerin paylasilmas ile ilgili olarak, kisisel verilerin paylasildig: kisiler ile kisisel
verilerin korunmasi ve veri giivenligine iliskin g¢er¢eve sozlesme imzalar yahut mevcut
sozlesmesine eklenen hiikiimler ile veri giivenligini saglar.

Kisisel verilerin islenmesi hakkinda bilgili personel istihdam eder ve personeline kisisel
verilerin korunmasi mevzuati ve veri giivenligi kapsaminda gerekli egitimleri verir.

Kendi tiizel kisiligi nezdinde Kanun hiikiimlerinin uygulanmasini saglamak amaciyla gerekli
denetimleri yapar ve yaptirir. Denetimler sonucunda ortaya ¢ikan gizlilik ve giivenlik
zafiyetlerini giderir.

Teknik Tedbirler:

HST teknik tedbirler kapsaminda;

Kurulan sistemler kapsaminda gerekli i¢ kontrolleri yapar.

Kurulan sistemler kapsaminda bilgi teknolojileri risk degerlendirmesi ve gizlilik etki
degerlendirme gerceklestirilmesi siireclerini yiiriitiir.

Verilerin sirket digina sizmasii engelleyecek veyahut gézlemleyecek teknik altyapinin temin
edilmesini ve ilgili matrislerin olusturulmasini saglar.

Diizenli olarak ve ihtiya¢ olustugunda sizma testi hizmeti alarak sistem zafiyetlerinin
kontroliinii saglar.

Bilgi teknolojileri birimlerinde galisanlarin kisisel verilere erisim yetkilerinin kontrol altinda
tutulmasini saglar.

Kisisel verilerin yok edilmesi geri doniistiiriilemeyecek ve denetim izi birakmayacak sekilde
saglanir.

Kanun’un 12. maddesi uyarinca, kisisel verilerin saklandigi her tirlii dijital ortam, bilgi
glivenligi gereksinimlerini saglayacak sekilde sifreli veyahut kriptografik yontemler ile
korunur.



10.KISISEL VERILERIN SILINMESIi, IMHA VE ANONIMLESTIRILMESI
YUKUMLULUGU

Tiirk Ceza Kanunu’nun 138. maddesinde ve KVK Kanunu’nun 7. maddesinde diizenlendigi iizere ilgili
kanun hiikiimlerine uygun olarak iglenmis olmasina ragmen, islenmesini gerektiren sebeplerin ortadan
kalkmasi1 halinde Kurumun kendi kararina istinaden veya kisisel veri sahibinin talebi iizerine kisisel
veriler silinir, yok edilir veya anonim hale getirilir. Bu kapsamda Kamu SM ilgili yiikiimliligiini bu

boliimde agiklanan yontemlerle yerine getirmektedir.

10.1 KiSISEL VERILERIN SILINMESI, IMHA VE ANONIMLESTIRILMESI

10.1.1 Kisisel Verilerin Silinmesi ve Yok Edilmesi

Sirket ilgili kanun hiikiimlerine uygun olarak islenmis olmasina ragmen, islenmesini gerektiren
sebeplerin ortadan kalkmasi halinde kendi kararina istinaden veya kisisel veri sahibinin talebi tizerine

kisisel verileri silebilir veya yok edebilir.

10.1.2 Kisisel Verileri Anonim Hale Getirme
Kisisel verilerin anonimlestirilmesi, kisisel verilerin baska verilerle eslestirilerek dahi higbir surette

kimligi belirli veya belirlenebilir bir gergek kisiyle iliskilendirilemeyecek hale getirilmesini ifade eder.
HST, hukuka uygun olarak islenen kisisel verilerin islenmesini gerektiren sebepler ortadan kalktiginda
kisisel verileri anonimlestirebilmektedir.

KVK Kanunu’nun 28. maddesine uygun olarak; anonim hale getirilmis olan kisisel veriler arastirma,
planlama ve istatistik gibi amaglarla islenebilir. Bu tiir islemeler KVK Kanunu kapsami disinda olup,
kisisel veri sahibinin agik rizasi aranmayacaktir. Anonim hale getirilerek islenen kisisel veriler KVK
Kanunu kapsami diginda olacagindan Politika’nin 10. boliimiinde diizenlenen haklar bu veriler igin

gecerli olmayacaktir.

11. KiSISEL VERIi SAHIPLERININ HAKLARI; BU HAKLARIN KULLANILMASI

VE DEGERLENDIRILMESi USULU
HST , KVK Kanunu’nun 10. maddesine uygun olarak kisisel veri sahibinin haklarmi kendisine

bildirmekte, bu haklarin nasil kullanilacagi konusunda kisisel veri sahibine yol géstermektedir.
HST, kisisel veri sahiplerinin haklarinin degerlendirilmesi ve kigisel veri sahiplerine gereken
bilgilendirmenin yapilmasi i¢in KVK Kanunu’nun 13. maddesine uygun olarak gerekli kanallari, i¢

isleyisi, idari ve teknik diizenlemeleri ifa ederek gerekli iglemleri yiiriitmektedir.



11. DIGER HUSUSLAR

GBYS, KVKK ve ilgili diger mevzuat hiikiimleri ile isbu Politika arasinda uyumsuzluk olmas: halinde,
oncelikle GBYS, KVKK ve ilgili diger mevzuat hiikiimleri uygulanacaktir.

HST tarafindan hazirlanan isbu Politika .../.../2022 tarihinde yiiriirliige girmistir. Politika’da degisiklik

olmast durumunda, Politika’nin yiirtirliik tarihi ve ilgili maddeler bu dogrultuda giincellenecektir.

12.SAKLAMA VE iMHA SURELERI TABLOSU

Sirket tarafindan islenen verilere ait saklama ve imha siireleri LS.23.01 Kisisel Veri Isleme Envanteri’nde
stire¢ bazinda tespit edilmis olup, anilan Envanter’e sirket iizerinden erisilebilecektir.

Sirket’in ilgili kisisel veriyi kullanma amaci sona ermedi ise, ilgili mevzuat geregi ilgili kisisel veri igin
Ongoriilen saklama siiresi tabloda yer alan siirelerden fazla ise veya ilgili konuya iliskin dava zamanagimi
stiresi kigisel yerinin tabloda yer alan siirelerden fazla saklanmasini gerektiriyorsa, tabloda yer alan siireler
uygulanmayabilecektir. Bu halde kullanim amaci, 6zel mevzuat veya dava zamanagimi siiresinden hangisi

daha sonra sona eriyor ise, 0 siire uygulama alan1 bulacaktir.

SUREC SAKLAMA SURESI IMHA SURESI

) Saklama siiresinin bitimini takiben
Insan Kaynaklar1 Yonetimi )
. Hukuki Tliski Sona Erene Kadar + 10 180 giin igerisinde
ve Ozliik Dosyasi
YIL

Saklama siiresinin bitimini takiben
Sozlesmelerin hazirlanmasi 10 YIL
180 giin icerisinde

_ Saklama siiresinin bitimini takiben
. Is iliskisinin sona ermesine miiteakip
Ise alm 180 giin icerisinde
10 y1l

) Saklama siiresinin bitimini takiben
Hukuki Iliski Sona Erene Kadar + 10
Bordrolama 180 giin igerisinde
YIL




Hukuki iliski Sona Erene Kadar + 10

Saklama stiresinin bitimini takiben

Egitim Siirecleri 180 giin igerisinde
YIL

Saklama stiresinin bitimini takiben

Faturalandirma Siireci 10 YIL 180 giin igerisinde
Saklama stiresinin bitimini takiben

Islem Giivenligi Sifre Bilgileri 10 YIL 180 giin igerisinde
Saklama siiresinin bitimini takiben

Log/Kayit Sistemleri 2YIL 180 giin igerisinde

Hukuki iliski Sona Erene Kadar + 10

Saklama stiresinin bitimini takiben

Vekaletname Siirecleri 180 giin igerisinde
YIL
Saklama siiresinin bitimini takiben
Denetim Siirecleri 10 YIL 180 giin igerisinde
. Saklama siiresinin bitimini takiben
Is Basvuru Siireclerinin 6 AY
180 giin igerisinde
Yiiriitiilmesi
Saklama siiresinin bitimini takiben
Kamera Kayitlarimin )
30 GUN 30 giin igerisinde

Yonetimi

izin Takip Siireci

Hukuki Iliski Sona Erene Kadar + 10
YIL

Saklama stiresinin bitimini takiben

180 giin igerisinde

Zimmet Siirecleri

Hukuki Tliski Sona Erene Kadar + 10
YIL

Saklama stiresinin bitimini takiben

180 giin icerisinde




Hukuki Tliski Sona Erene Kadar + 10 | Saklama siiresinin bitimini takiben

Odeme islemleri
YIL 180 giin icerisinde

Hukuki iliski Sona Erene Kadar + 10 | Saklama siiresinin bitimini takiben
Personel Mali Siirecleri
YIL 180 giin icerisinde

Sozlesme siirecinin bir )
Hukuki Iliski Sona Erene Kadar + 10 | Saklama siiresinin bitimini takiben
boliimii ve sozlesmenin

YIL 180 giin igerisinde
muhafazasi
Saklama stiresinin bitimini takiben
Sertifika Siirecleri 10 YIL
180 giin igerisinde
Saklama stiresinin bitimini takiben
Satinalma Siirecleri 10 YIL
180 giin icerisinde
) Saklama siiresinin bitimini takiben
Irsaliye Siirecleri 10 YIL

180 giin icerisinde

13.SAKLAMA VE IMHA SURECLERINDE GOREVLI KiISILER

Sirket, isbu politika ve bu politikaya bagl ve iliskili diger politikalari, bu politikalarda belirtilen igleme ve
imha siireclerini yonetmek tizere, aym1 zamanda Genel Miidiir tarafindan uyum igin belirlenen aksiyonlarin
yerine getirilmesinden sorumlu “Veri Sorumlusu” atanir.

Bu kapsamda ilgili kisi tarafindan yiiriitiilecek isler:

Kisisel verilerin korunmasi ve islenmesine iliskin siireglerin dizaynina iliskin belgelerin
hazirlanmasi, takibi ve bunlarin ilgili kisilerin onaylarina sunulmas,

Kisisel verilerin korunmasina ve islenmesine iliskin dokiimanlarin uygulanmasinin temini ve
gerekli denetimlerin yapilmasi,

KVK Kurumu ve KVK Kurulu ile olan iliski ve yazismalarin takibi.

14, POLITIKANIN YAYIMLANMASI VE GUNCELLENMESI

Isbu Politika Sirket’in internet sitesinde (www.hstotomotiv.com.tr) yayinlanir ve ziyaretcilerin erisimine sunulur.
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